
I needed to synthesize my project, and figured the best way to do so was to predict how Mexico
will deal with the new wave of cyber crime that the pandemic has brought onto them. I did some
research, and it seems like they have already taken steps in 2021 to help with cyber security and
cyber crime. They have a federal crime code that they use for two different types of cyber
criminals: Simple or aggravated. According to my research, these laws and regulations were
passed in 2021. In this law, they also cover Phishing, Infection of IT systems and Distribution of
tools or cyberware to commit these crimes. However, Phishing and Infection of IT systems are
not necessarily covered. Phishing in the federal crime code does not really have any definition,
however, it could be considered fraud. Infection of IT systems does also not have a specific
definition in the federal crime code, but could be considered hacking. In my opinion, what I
believe will happen is that they will strengthen these laws and regulations as time goes on, and
provide better and more specific definitions for ones who have not been provided with those yet.
I think since they are so serious (like IT system hackings, that could ruin businesses) they should
put stricter definitions as well as not putting a statute of limitations on them (if possible)
depending on how serious the crime is. That will definitely reduce cyber crime activities.


